**LOGIN MODULE:**

1. Verify that the username field accepts valid data (alphanumeric, within length limit).

2. Verify that the password field accepts valid data (correct format, within length limit).

3. Verify that login works only with **valid credentials**.

4.Verify login with valid username and valid password (happy path).

5.Verify login with **invalid username** and valid password.

6.Verify login with valid username and **invalid password**.

7.Verify login with **invalid username and invalid password**.

8. Verify login with **blank username** and valid password.

9. Verify login with **blank password** and valid username.

10. Verify login with both username and password blank.

11. Verify that username and password fields are case-sensitive (if applicable).

12. Verify system behavior when special characters are entered in username/password fields.

13.Verify the error message for invalid login attempts (should be clear & user-friendly).

14.Verify whether the system prevents login after multiple invalid attempts (account lockout or CAPTCHA).

15. Verify the "Forgot Password" link works correctly.

16. Verify password masking (password should appear as \*\*\*).

17. Verify that pressing "Enter" after typing credentials submits the form.

18.Verify login session timeout (user should be logged out after inactivity).